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CISA Cybersecurity Resources
No-Cost/Federally-Funded Cybersecurity Resources:
• Cybersecurity Assessments

 Cybersecurity Performance Goals (CPG)
 Ransomware Readiness Assessment (RRA)
 Cyber Infrastructure Survey (CIS)
 Cyber Resilience Essentials (CRE)
 External Dependencies Management (EDM)
 Incident Management Review (IMR)
 Cyber Resilience Review (CRR)

• Workshops
 Cyber Resilience Workshop (CRW)
 Asset Management Workshop (AMW)
 Incident Management Workshop (IMW)
 OEM Planning Considerations for Cyber Incidents Workshop (EMW)
 Vulnerability Management Workshop (VMW)
 Digital Forensics Workshop I & II (DFW)
 Cyber Exercise (CYX)

• Cyber Hygiene Services
 Vulnerability Scanning Service (CyHy)
 Web Application Scan (WAS)

*Technical Assessments
 Remote Penetration Testing
 Risk and Vulnerability Assessment
 Validated Architecture Design Review

*Note: Eligibility for technical assessments 
is contingent upon assessment of the 
stakeholder’s capabilities.

To Schedule Contact: 
Andrew.Buschbom@cisa.dhs.gov 
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